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MEMORANDUM FOR SHARED RESOURCE CENTER DIRECTORS AND MANAGERS 
    
SUBJECT:   Guidelines for Implementing Secure Access to HPCMP Systems 
 
 
          At the present time, High Performance Computing Modernization Program (HPCMP) 
Shared Resource Centers (SRCs) are required to utilize Kerberos/SecurID as the only 
authentication method for access to SRC systems.  As new systems and network capabilities are 
procured and fielded, new applications for secure access to the HPCMP systems may be 
identified or developed.   The document provided at attachment 1 identifies the guidelines for 
development of or implementation of secure access to HPCMP systems. 
 
 If there are any questions regarding this notice, my point-of-contact is Mr. Douglas 
Butler.  He can be reached by phone at (703) 812-8205 or by email at dbutler@hpcmo.hpc.mil. 
 
 
 

Cray J. Henry 
Director 
High Performance Computing 
   Modernization Program 

 
Attachment: 
As stated 


